|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Security Incident Response Tabletop Exercise** | | | | |
| **Exercise Name** | Backdoors and Breaches, an Incident Response Card Game | | | |
| **Exercise ID** |  | | | |
| **Business area** | Information Security & Privacy | | | |
| **Plan owner** |  | **Position** |  | |
| **Plan coordinator** |  | **Position** |  | |
| **Describe Exercise:**  Core team members work together to respond to a cybersecurity event. The team must work through the company’s outlined processes and procedures to discover how the cybersecurity event occurred. The goal is to help prepare the team members for a cybersecurity event and identify procedural or technical gaps.  Backdoors and Breaches is a card game that crafts cyber-breach scenarios. An IT Team will then need to conduct an incident response to the breach scenario. The answers given by team members in the game should be specific to the company and its incident response capabilities.  URL: https://www.blackhillsinfosec.com/projects/backdoorsandbreaches/ | | | |
| **Areas For Improvement** | | | | |
|  | | | | |
|  | | | | |
|  | | | | |
|  | | | | |
|  | | | | |
|  | | | | |
|  | | | | |
| **Lessons learned** | | | | |
|  | | | | |

|  |  |  |
| --- | --- | --- |
| **Turn** | **Roll** | **Notes** |
| **1** |  |  |
| **2** |  |  |
| **3** |  |  |
| **4** |  |  |
| **5** |  |  |
| **6** |  |  |
| **7** |  |  |
| **8** |  |  |
| **9** |  |  |
| **10** |  |  |

|  |  |  |
| --- | --- | --- |
| **Participant Name** | **Participant Signature** | **Date** |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |
|  |  |  |